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PROTECTING INTELLECTUAL PROPERTY

Protect the programs and systems that support what 

makes your organization successful and unique.

PROTECT YOURSELF AND YOUR COMPANY

• Do not store private information on any device that connects to the internet

• Use up-to-date security software tools

• Educate employees on spear phishing email tactics

• Establish protocols for quarantining suspicious email

• Ensure your employees are trained to avoid un-intended disclosures

• Remind employees of security policies on a regular basis

• Document employee education

• Ensure HR policies are in place that specifically enhance security

Common Hacking Methods

• Malware to your system or download information

• Network hacking

• Theft from unattended electronic devices

• Unauthorized entry

• Unusually probing questions

CONTACT US: For questions or assistance, locate and contact your local FBI field office at www.fbi.gov


