ATTACHMENT TO AFFIDAVIT

The search of the Subject Property and Premises will include a physical search for the
items mentioned in the text of the search warrant, including more specifically the following:

. Documents, memoranda, notes or other writings and equipment which include but are
not limited to schematics, diagrams, blueprints, surveillance equipment or its manuals and other
related paperwork, receipt for purchase of items, how-te magazines, books and pamphlets which
describe a plot to harm or kill other individuals, communication which would in¢lude but not be
limited to handwrittcn notes and drawings, memos and photographs, which would include
descriptive information such as telephonc numbers, addresses, directions, and affiliations and
contact points of individuals Bruce Edwards Ivins believes may be involved in the investigation
into the anthrax artacks of 2001. Note that such documentary material described herein may be
in printed or electronic form such as, but not limited to, computer disks. Such computerized and
other electronic material would constitute contraband, fruits, instrumentalities or evidence of the
offenses enumerated herein and in the attached affidavit for search warrant.

2. Firearms and ammunition, extra magazines, sights, ballistics vests, targets, and
any other weapon of any kind, and any and all paperwork referencing purchase, maintenance,
transfer and ownership of any weapon.

3. Keys, records, or other information pertaining to storage facilities, safety deposit
boxes or other locations where such items set forth in paragraph 1 and 2 may be stored.

4, Computer hardware, computer software, computer-related documentation, computer
passwords and data security devices, records, documents, photos, and maternials use to
communicate, both written, electronic mail, and by any other means directed either to/from
subject,

a. Computer hardware is defined as any computer equipment including any electronic
devices which are capable of analyzing, collecting, converting, creating, displaying, or
transmitting electronic, magnetic, optical computer impulses or data. These devices include, but
are not limited to, computers, computer components, computer peripherals, data-processing
hardware (such as CPUs, memory typcwriters, and sclficontained laptop or notebook
computers), encryption circuit boards, internal and peripheral storage devices (such as fixed
disks, external hard disks, floppy disk drives and diskettes, tape drives and tapes and optical
storage devices), peripheral input/output devices (such as keyboards, printers, scanners, plotters,
and video display monitors), related communications devices (such as modems, cables and
connections, recording equipment, Random Access memory (RAM) or Read-Only memory
(ROM) units, automatic dialers, speed dialers, programmable telcphone dialing or signaling
devices, and clectronic toue gathering devices), as well as devices, mechanisms, or parts that can
be used to restrict access to such hardware (such as physical keys and locks.)

b. Computer software is defined as any instructions or programs stored in the form of
electronic, magnetic, or optical media which are capable of being interpreted by a computer or
its rclated components. Thesc items include, but are not limited to, operating systems,
application software, utility programs, compilers, interpreters, and communications software, as
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well as software used to communicate with computer hardware peripherals, either directly or
indirectly by telephone lines, radio, or other means of transmission. Computer software may
also include certain data, data fragments, or control characters integral to the operation of the
computer software.

¢. Compuiter-related documentation is defined as any written, recorded, printed, or
clectronically-stored material which provides instructions or cxamples concerning the operating
of a computer system, computet software, and/or any related device, including but not limited to,
user agreements, software manuals, and operating procedure guidelines. Such documentation
may also include matertal which explains or illustrates the configuration or use of any seized
hardware, software, or related item.

d. Computer passwords and data security devices are defines as all those devices,
programs, or data - whether themselves or in the nature of hardware or software - that can be
used, or is designed for use to restrict access to, or facilitate concealment of, any computer
hardware, software, computer-rclated documentation, electronic data, records, or materials
within the scope of this application. These items include, but are not limited to, any data
security software or information (such as test keys and encryption codes), similar information
that is required to access computer programs or data or to otherwise render programs or data into
usable form.

e. Records, documents, and materials, as used above, includes all the forgoing items of
evidence in whatever form and by whatever means such records, documents, or material, their
drafts, or their modifications may have been created or stored, including, but not limited to, any
handmade form (such writing or drawing), any photographs or negatives, any mechanical form
(such as printing or typing) or any electrical, electronic, magnetic, or optical form (such as
floppy diskettes, hard disks, CD-Roms, optical disks, printer buffers, smart cards, thumb drives,
memory calculators, clectronic dialers, or electronic notebooks), as well as printouts or readouts
from any storage devices.

f. The term electronic mail is defined as any commuriications, including, but not limited
to, the transfer of signs, signals, writing, images, sounds, data, or intelligence, previously
received, transmitted, or stored, or prepared in contemplation of iransmission, or any
communications in the process of being reccived or transmitted, whether stored on any
electronic media named above or held in temporary, intermediate storage incidental to
transmission.
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